Abstrak


Dalam skripsi ini dirancang aplikasi kriptografi visual yang diterapkan pada gambar hitam putih berjenis bitmap. Gambar dienkripsi menjadi beberapa bagian yang harus digabungkan untuk dapat merekonstruksi gambar yang dienkripsi. Dengan adanya aplikasi ini diharapkan dapat memenuhi kebutuhan pengguna awam kriptografi yang membutuhkan kemudahan dalam pemakaian tetapi memiliki tingkat keamanan yang tinggi.

Dari perancangan ini memperlihatkan hasil yang cukup baik dan memiliki tingkat keamanan sempurna sehingga aman dari pihak attacker.
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